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Peu importe le mode de paiement que I'on utilise, il est nécessaire d’adopter de bons comportements.

Voici un petit guide qui t’aidera a comprendre comment protéger ton argent.
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L’ARGENT COMPTANT

Il est préférable de garder dans son porte-monnaie un peu d’argent comptant qui couvrira les
dépenses courantes. Le paiement en argent évite les frais d’'administration normalement ajoutés
aux transactions faites par carte de débit.

LES CARTES DE DEBIT ET DE CREDIT

Les cartes de débit et de crédit servent a faire des achats dans les magasins, mais aussi a faire
des transactions 2 un guichet automatique ou sur le site Internet de linstitution financiere qui
émet les cartes.

Toutes les cartes doivent étre signées au verso. La plupart sont désormais munies d’une puce
électronique protégée par un numéro d’identification personnel (NIP). Ce NIP doit demeurer
confidentiel, il ne doit jamais étre révélé a qui que ce soit. Les cartes de crédit qui ne sont pas
munies d’une puce nécessitent une signature lors d’un achat.

Pratiques gagnantes:

« Ne jamais noter son NIP sur un bout de papier qui accompagne la carte ou sur la carte
elle-méme. Il faut le mémoriser, tout simplement.

« Choisir un NIP en fonction de renseignements que tu es seul a connaitre. Ne jamais utiliser une
adresse, un numéro de téléphone, une date de naissance, etc. Changer de NIP dés que quelqu'un
semble le connattre. Il faut alors se rendre a son institution financiere.

Pour utiliser les services en ligne de ton institution financiére, tu dois choisir un mot de passe.
Les mémes consignes de sécurité s’appliquent. Un mot de passe sécuritaire contient des lettres
minuscules, des lettres majuscules et des chiffres. Il est recommandé de ne pas choisir le méme
mot de passe pour tous les sites que tu utilises.

IMPORTANT

L’'usage de la carte de crédit doit étre fait avec précaution. D’abord, les achats portés sur
une carte de crédit doivent &tre payés a I'échéance du compte sans quoi, des frais de crédit
importants s’ajouteront au montant a payer.

Il est possible de faire des paiements minimums a la fin du mois, mais cette maniere d'utiliser
la carte de crédit colte tres cher.

LE PAIEMENT ELECTRONIQUE

Deux moyens sécuritaires d’acheter en ligne:

« Le paiement sécurisé (Paypal).

« Le paiement par carte de crédit.

Dans les deux cas, s’assurer que I'adresse du site est protégée et sécuritaire et que l'url est
précédée de https et d’'un cadenas.

IMPORTANT
Faire affaire avec des entreprises connues.
Garder les copies ou les codes de confirmation des paiements ou des transactions effectués en ligne.
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Selon une étude de Microsoft, 57 % des adultes canadiens ne protégent pas suffisamment
leurs données personnelles en ligne. Rendre ses renseignements personnels publics est I'un

Se protéger contre le vol d'identité, la fraude et les arnaques en tout genre.
Afin de mieux comprendre comment des fraudeurs peuvent voler ton identité a partir
de renseignements a ton sujet qui se trouvent sur Internet, voici un exercice simple :

2. Inscris ton nom entre des guillemets anglais (ex.: « Alphonse Desjardins »)

3. Essaie de reconstruire ton identité a partir des renseignements trouvés.

4. Es-tu en mesure de dresser un portrait réaliste de ta vie ? Peux-tu récupérer certaines informations
personnelles qui pourraient permettre 3 un potentiel fraudeur de te personnifier ?

Renseignements personnels et confidentiels a protéger:

Lorsqu'on te demande ces renseignements, pose des questions afin de bien comprendre le besoin

» Est-ce que je peux seulement montrer mes pieces d'identité ? Est-il nécessaire que vous les conserviez ?

Avant de publier des renseignements sur les médias sociaux, par exemple, demande-toi si la
publication de ces informations est essentielle. C'est ta responsabilité.

Avise les autorités compétentes, soit ton institution financiére ou ta compagnie de carte de crédit.
Situ crois avoir été victime d’un vol d’'identité, communique avec le service de police.
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Associer chaque mode de paiement avec son utilité.

O

MODES DE PAIEMENT

COMMENT L'UTILISE-T-ON?

Argent comptant
Carte de débit
Carte de crédit
Cheque
Virement

Prélevement automatique

4 Entente signée entre
deux personnes qui
permet a I'une de retirer
un montant précis de
son compte afin de
permettre a lautre de

déposer ce montant
dans son compte.
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